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Abstract

Digital Signature is one of the essential tools to ensure authentication, non-repudiation and integrity of electronic information nowadays. Analogous to hand-written signature, digital signatures provide a clue of the origin of a piece of electronic message, \( m \), or a commitment of \( m \) by the signer. Additionally, digital signatures provide a clue of integrity of \( m \) since \( m \) is signed. Digital signature is self-authenticating in a sense that given a message \( m \) and the corresponding signature \( \sigma \), anyone can verify the validity of \((m, \sigma)\). However, this simple signature-generation-and-verification model of digital signatures is not desirable in some actual scenarios. For example, the signer may not want the signature to be publicly verifiable if the signature is commercially or personally sensitive. To illustrate it by a scenario, suppose a software supplier wants to release a software package and allows only its paying customers to verify if the software is genuine and unmodified. Self-authenticating signature is not able to fulfill the requirement because anyone having a copy of the software is able to perform the verification on the signed software. Therefore, there is a variant of digital signatures called Undeniable Signatures (US). By using US, the validity or invalidity of an undeniable signature on the software can be ascertained by conducting a protocol with the signer, assuming the signer participates. Nonetheless, there are some even more sophisticated scenarios that
US still cannot be applicable. For example, in user certification systems, which concern about showing the validity of users’ birth certificates, driving licences and academic transcripts, an authority $A$ is responsible to issue a certificate to a user $B$. Due to privacy reason, $B$ may want to control the audiences of the certificate. In other words, only $B$ is able to prove the validity of the certificate to any verifiers $C$. Even $A$ is not able to do so. Therefore, another digital signature variant, called Nominative Signatures, has been invented to solve this problem.

A Nominative Signature (NS) is a non-self-authenticating signature which is jointly generated by a signer (or a nominator) and a user (or a nominee), but once generated, its validity can only be determined by the user. No one else including the signer can tell the signature’s validity without the aid of the user. In other words, the user has to participate in a protocol with the verifier to prove the validity of the signature. The main differences of NS from US are that, (1) two parties, namely the signer and the user, must cooperate to generate the signature; and (2) only the user is able to prove the validity of the signatures to the verifier. One possible application of NS is the certification of patients’ medical records by a hospital authority. The hospital authority is acting as the signer and the patient is acting as the user. The hospital authority and the patient jointly create a nominative signature on some medical record. The role of NS in this scenario is to produce a mutual agreement on the validity of the medical records – without the hospital’s authority, the professional validity of the medical records cannot be ensured, while without the patient’s agreement, the hospital cannot forge any medical record of the patient. Due to the privacy of the patient, the patient does not want anybody
to disseminate his/her medical records. That means, only the patient have full control on who can verify the validity of his/her medical records.

Since its introduction in 1996, nominative signatures has drawn cryptographic researchers’ attention and in this thesis, we investigate the details of NS in terms of its security model and scheme constructions. Here are the contributions of this thesis:

- One-move NS is an efficient type of NS that requires the signer to send only one message to the user during the signature generation stage. Currently, there exists only a one-move NS scheme which is proven secure in the standard model (proposed by Schuldt et al. in 2011), and is convertible, that is, the user can transform a nominative signature to a publicly verifiable one without the help of the signer. However, in such scheme, the number of elements in the keys of both signer and user grows linearly with the value of the security parameter. Therefore, we propose a new one-move NS scheme which is convertible, can be proven secure in the standard model, and also has a constant number of elements in the keys of both signer and user. We apply the Boneh-Boyen short standard signature in a novel way to build this nominative signature scheme. The security of our scheme relies on the standard q-SDH and XDH assumptions. Also, our scheme has a 45% increase in efficiency during signature generation, in terms of number of modular exponentiation calculations, when compared with the existing one-move NS scheme.

- Current available NS schemes are based on concrete instantiations of cryptographic schemes (e.g., digital signature and encryption schemes) and there exists no generic construction of secure NS schemes. Inspired
by our concrete construction proposed in this thesis, we will present a
generic construction by utilizing secure standard signature schemes and
secure encryption schemes, and give an instantiation of the generic con-
struction, which provides a supporting evidence that the existence of
secure standard signature schemes and secure encryption schemes im-
plies the existence of nominative signature schemes. The efficiency of
our instantiation of the generic construction is comparable to our first
proposed efficient NS scheme. While the efficiency remains the same
in terms of the signer’s key size and number of modular exponentiation
calculations for the signer during signature generation, the instantiation
requires only four more elements in total from $\mathbb{Z}_p$ for both the signature
$\sigma$ and the key of the user, and four more times of modular exponentiation
calculation for the user during signature generation.

– We study the existing security models of nominative signature and show
that though the existing models have captured the essential security re-
quirements of nominative signature in a strong sense, especially on the
unforgeability against malicious signers/users and invisibility, they are
yet to capture a requirement regarding the privacy of the signer and the
user, and this requirement has been one of the original ones since the
notion of nominative signature was first introduced. In particular, we
show that it is possible to build a highly efficient nominative signature
scheme which can be proven secure in the existing security models, while
in practice it is obvious to find out from the component(s) of a nomi-
native signature on whether a particular signer or user has involved in
the signature generation, which may not be desirable in some actual ap-
plications. We therefore propose an enhanced security property, named “Ambiguity”, and also propose a new one-move nominative scheme for fulfilling this new security requirement without random oracles.
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